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1.A   Shell   provides   you   with   an   interface   to   the   Unix   system.     

2.Terminals   are   software   representations   of   the   old   physical   terminals,   
often   running   on   a   GUI.   

3.The   difference   between   GUI   and   terminal   is   that   the   GUI   allows   the   user   
to   interact   with   the   system   using   graphical   elements   such   as   windows,   
icons,   menus   while   the   terminal   allows   the   user   to   interact   with   the   system   
using   commands.   In   brief,   GUI   is   more   user-friendly,   and   the   terminal   is   
more   advanced   and   powerful.   

4.Users   who   want   to   log   in   to   a   Linux   computer   must   have   an   existing   user   
account,   which   consists   of   properties   that   allow   a   user   to   access   files   and   
folders   stored   on   the   computer.   This   account   information   can   be   created   
and   stored   on   the   computer   itself   or   on   another   computer   on   the   network.   

5.The   root   is   the   user   name   or   account   that   by   default   has   access   to   all   
commands   and   files   on   a   Linux   or   other   Unix-like   operating   system.   It   is   
also   referred   to   as   the   root   account,   root   user,   and   the   superuser.   

6.General   purpose   users   are   the   users   created   by   the   root   or   another   user   
with   sudo   privileges.   Usually,   a   general-purpose   user   has   a   real   login   shell   
and   a   home   directory.   Each   user   has   a   numeric   user   ID   called   UID.   

7.The   root   user   is   basically   equivalent   to   the   administrator   user   on   
Windows.   The   root   user   has   maximum   permissions   and   can   do   anything   to   
the   system.   

8.Superuser   do   

9.Superuser   



10.Sudo   (superuser   do)   is   a   utility   for   UNIX-   and   Linux-based   systems   that   
provides   an   efficient   way   to   give   specific   users   permission   to   use   specific   
system   commands   at   the   root   (most   powerful)   level   of   the   system.   Sudo   
also   logs   all   commands   and   arguments.   Control   which   commands   a   user   
can   use   on   each   host.   

11.The   Linux   command   'su'   is   used   to   switch   from   one   account   to   another.   
Users   will   be   prompted   for   the   password   of   the   user   switching   to.   Users   can   
also   use   it   to   switch   to   a   root   account.   If   a   user   types   only   'su'   without   any   
option   then   It   will   be   considered   as   root   and   the   user   will   be   prompted   to   
enter   the   root   user   password.   

12.   

  

  

  



13.   

    

14. 

  

15. 

  

16.   2   Times   

17.   Exit   

18.   sudo   adduser   {username}     

19.delete   user   

20.   sudo   su    The   sudo   command   allows   you   to   run   programs   as   another   
user,   by   default   the   root   user   



  
  
  
  
  


